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Virenfilterung MXe
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Remittance Advise.zip 9 9.7 %
1Q7877843.rar 6 6.5 %
Request-for-Quotation-_RFQ_.tar.lz 5 5.4 %
<Name Unavailable> 5 54 %
RFQ_LupusTrading_Attachedltems_09_02_2026.tar.Iz 5 5.4 %
RequestReportRetailer.xls 4 4.3 %
img900987678900.doc.z 4 4.3 %
Documento_Infomacion.gz 4 4.3 %
Informacion.rar 3 32 %
ASOS Remittance Copy 3512C_pdf.7z 3 32 %
PO.xz.rar 2 22 %
ORDER PRICE Excel Purchase Order.docx 2 22 %
PMNT ADVICE_INV01202026.docx 2 22 %
BadaTek_New_Order_2026-01-15.tar 1 1.1 %
Final payment of USD33,484.50.tar 1 1.1 %
Payment.docx 1 1.1 %
Quote 89366-2026-2801.pdf(67KB).lha 1 1.1 %
DJP.zip 1 1.1 %
DJP..zip 1 1.1 %
QT-357-VARIATION.Z 1 1.1 %
BROKEN ITEMS JAN 5.rar 1 1.1 %
Purchase_Order.rar 1 1.1 %
RFQ - Purchase Order #POTT40494820.zip 1 1.1 %
=7utf- 1 1.1 %
87B?QW5uZXggMSBSZXF1aXJIbWVudCBTcGVjaWZpY2F0aW9uX3Byb2R1Y3Rz

X2VuZy54bHM="?=

PR456026.tar.gz 1 1.1 %
TexaspassBillstopForcedOrganHarvestingErujZt.pdf 1 1.1 %
Detailed Check Remittance Information from TJXCompanies, Inc.xls 1 1.1 %
Factura Proforma # 822501582 de fecha 13-01-2026.xxe 1 1.1 %
New-Stock-Order-2026-QA-214.rar 1 1.1 %
Ordine acquisto_n_212_RA_ptbeurekxn.zipx 1 1.1 %
Others 22 23.7 %
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Top File Types by Scan Result

Top 10 file types by scan result.

Unknown
2 Hits (1.8%)

ACL/Malware Generic.ZJVW.
2 Hits (1.8%)

Medium Risk
4 Hits (3.6%)

High Risk
7 Hits (6.3%)

/—

Not Available
14 Hits (12.5%)

Malicious
83 Hits (74.1%)
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Malicious 83 74.1%
File_Rar-Archive 25 22.3 %
File_Zip-Archive 12 10.7 %
File_Type-Unknown 12 10.7 %
File_Batch-File 9 8.0 %
File_Microsoft-Windows-Executable 7 6.3 %
File_7z-Archive 6 54 %
File_JavaScript 6 54 %
File_Microsoft-Excel-97-Spreadsheet 3 2.7 %
File_Tar-Archive 1 0.9 %
File_Valve-Steam-Data 1 0.9 %
File_Java-Archive 1 0.9 %

Not Available 14 12.5%
File_Zip-Archive 13 11.6 %
File_Microsoft-Excel-XLSX-Filename-Extension 1 0.9 %

High Risk 7 6.3%
File_Microsoft-Excel-97-Spreadsheet 4 3.6 %
File_Zip-Archive 1 0.9 %
File_Rar-Archive 1 0.9 %
File_XML 1 0.9 %

Medium Risk 4 3.6 %
File_PDF 2 1.8 %
File_Zip-Archive 1 0.9 %
File_Text-US-Ascii-Text-File 1 0.9 %

ACL/Malware Generic.ZJVW 2 1.8%
File_Rar-Archive 2 1.8 %

Unknown 2 1.8%
File_Zip-Archive 2 1.8 %
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Top Scan Results by Responding Scanner

Top 10 file filtering scan results by responding scanner.

File_Java-Archive File_Zip-Archive
1 Hits (0.9%) 29 Hits (25.9%)
File_XML

1 Hits (0.9%)
File_Microsoft-Excel-XLSX-Filen..
1 Hits (0.9%)
File_Valve-Steam-Data

1 Hits (0.9%)
File_Text-US-Ascii-Text-File

1 Hits (0.9%)

File_Tar-Archive:

1 Hits (0.9%) /

File_PDF

2 Hits (1.8%)

File_JavaScript

6 Hits (5.4%)

File_7z-Archive

6 Hits (5.4%)
File_Microsoft-Excel-97-Spreads..
7 Hits (6.3%)

Hits

File_Microsoft-Windows-Executable
7 Hits (6.3%)

File_Batch-File
9 Hits (8.0%)

File_Type-Unknown File_Rar-Archive
12 Hits (10.7%) 28 Hits (25.0%)
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File_Zip-Archive 29 25.9%
Not Available 13 11.6 %
Malicious 12 10.7 %
Unknown 2 1.8 %
High Risk 1 0.9 %
Medium Risk 1 0.9 %

File_Rar-Archive 28 25.0 %
Malicious 25 223 %
ACL/Malware Generic.ZJVW 2 1.8 %
High Risk 1 0.9 %

File_Type-Unknown 12 10.7 %
Malicious 12 10.7 %

File_Batch-File 9 8.0 %
Malicious 9 8.0 %

File_Microsoft-Windows-Executable 7 6.3%
Malicious 7 6.3 %

File_Microsoft-Excel-97-Spreadsheet 7 6.3%
High Risk 4 3.6 %
Malicious 3 2.7 %

File_7z-Archive 6 5.4%
Malicious 6 54 %

File_JavaScript 6 5.4 %
Malicious 6 54 %

File_PDF 2 1.8%
Medium Risk 2 1.8 %

File_Tar-Archive 1 0.9 %
Malicious 1 0.9 %

File_Text-US-Ascii-Text-File 1 0.9 %
Medium Risk 1 0.9 %

File_Valve-Steam-Data 1 0.9 %
Malicious 1 0.9 %

File_Microsoft-Excel-XLSX-Filename-Extension 1 0.9%
Not Available 1 0.9 %

File_XML 1 0.9 %
High Risk 1 0.9 %

File_Java-Archive 1 0.9 %
Malicious 1 0.9 %
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Top File Types by Responding Scanner

Top 10 file types by responding scanner.

Anti-Malware
2 Hits (1.8%)

Cloud Reputation
110 Hits (98.2%)

Responding Scanner Hits %
Cloud Reputation 110 98.2 %
File_Zip-Archive 29 259 %
File_Rar-Archive 26 232 %
File_Type-Unknown 12 10.7 %
File_Batch-File 9 8.0 %
File_Microsoft-Windows-Executable 7 6.3 %
File_Microsoft-Excel-97-Spreadsheet 7 6.3 %
File_7z-Archive 6 5.4 %
File_JavaScript 6 5.4 %
File_PDF 2 1.8 %
File_Tar-Archive 1 0.9 %
File_Text-US-Ascii-Text-File 1 0.9 %
File_Valve-Steam-Data 1 0.9 %
File_Microsoft-Excel-XLSX-Filename-Extension 1 0.9 %
File_XML 1 0.9 %
File_Java-Archive 1 0.9 %
Anti-Malware 2 1.8%
File_Rar-Archive 2 1.8 %
Total 112 100 %
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Virenfilterung SRC IPs

Located 857 %
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172.214.44.48

46.255.166.41

188.127.224.208

85.62.153.123

103.7.10.205

104.219.233.215

45.150.110.102

185.238.2.226

171.33.153.22

80.78.243.158

103.7.11.110

23.254.224.93

103.7.8.29

162.55.211.239

185.253.116.64

185.253.118.244

62.146.106.24

92.61.71.82

52.101.46.109

185.230.88.13

185.149.24.38

159.183.231.232

160.250.92.96

109.105.201.245

85.10.135.254

195.253.54.4

188.40.240.227

151.241.215.177

77.105.38.58

203.135.147.185
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SMTP Virus Filtering by Time

Top 10 file filtering situations on a timeline.

Hits / hour (average of 6 hours)

3
25

5 10 15 20 25

Jan

File_Malware-Blocked

12713
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About the FlexEdge Secure SD-WAN

Forcepoint FlexEdge Secure SD-WAN enables distributed organizations to
improve application performance, simplify network management, and
increase security— ensuring users can safely access any application from
anywhere. By combining multi-link networking and intrusion prevention with
zero-touch deployment and updating, it provides centralized visibility and
control with high performance that scales to thousands of sites. When used
with the Forcepoint ONE SSE platform, FlexEdge Secure SD-WAN delivers
true SASE and secure branch solutions that boost productivity, cut costs,
reduce risk, and streamline compliance.

For further information visit forcepoint.com/product/secure-sd-wan.

:-orcep0int About Forcepoint

forcepoint.com
Forcepoint simplifies security for global businesses and
governments. Forcepoint’s all-in-one, truly cloud-native platform
makes it easy to adopt Zero Trust and prevent the theft or loss
of sensitive data and intellectual property no matter where
people are working. Based in Austin, Texas, Forcepoint creates
safe, trusted environments for customers and their employees
in more than 150 countries. Engage with Forcepoint on
www.forcepoint.com, Twitter and LinkedIn.
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